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Cookies, web beacons and similar technologies.
When you visit or use our sites, services, apps, support programs or message systems, we or our authorised 
service providers may use cookies, web beacons and other similar technologies for storing data to provide a 
better, faster and safer experience, and for advertising purposes.
This page is intended to provide an insight into these technologies and our use of them on our sites and 
services, apps and support programs. Below, you will find an overview of some important things you need to 
know about our use of these technologies. You will find the full content of our notification about cookies for 
users below. 
Our cookies and similar technologies have various functions. They are required for our services to function, for 
improvement of our performance, to offer you additional functionalities or help us be of service to you with 
relevant and targeted advertisements. We use cookies and similar technologies that only remain on your 
device for as long as you keep your browser active (session) and cookies and similar technologies that remain 
on your device for a longer period of time (permanent). You are free to block, remove or switch off these 
cookies if this is possible with your device. You can manage your cookies and cookie preferences in your 
browser or device settings.
Wherever possible, security measures have been taken to prevent unauthorised access to our cookies and 
similar technologies. A unique identification is used to ensure that only we and/or our authorised service 
providers have access to the cookie data.
Service providers are companies that help us with the various aspects of our activities such as site adjust-
ments, services, apps, advertisements and support programs. Some authorised service providers help us to be 
of service to you with relevant advertisements accompanying our services or on other places on the internet. 
These service providers can also place cookies on your device using our services (cookies of third parties). 
They can also collect data to identify your device, such as the IP address or other unique device IDs.

What are cookies, web beacons and similar technologies?
Like most sites, we use technologies that are in fact small data files that are placed on your computer, tablet, 
mobile phone or other device (together referred to as ‘device’). With these files we can register certain data 
fragments as soon as you visit or use our sites, services, apps, message systems and support programs.
The specific names and types of the cookies, web beacons and other similar technologies we use, can be 
changed regularly. To give you more insight into this policy and our use of these technologies, we have drawn 
up the following limited terminology and definitions:

Cookies:
Small text files usually consisting of letters and digits and are placed in the memory of your browser or device 
when you visit a website or view a message. With cookies, a website can recognise certain devices or browsers. 
There are several types of cookies:
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Session cookies expire after your browser session and enable us to interlink your actions during this specific 
browser session.
Permanent cookies are stored between several browser sessions on your device so we can remember your 
preferences or actions on various sites.
Direct cookies are created by the site you visit.
Indirect cookies are created by an external site that is not linked to the site you visit.
Cookies can be switched off or removed by support programs that are available in most commercial browsers. 
The preferences must be set separately for each browser you use. The functions and options for this are 
different for each browser.

Web beacons: 
Small images (also called ‘pixel tags’ or ‘clear GIFs’) that can be included in our sites, services, apps, message 
systems and support programs, usually operating in combination with cookies to identify our users and their 
behaviour.

Similar technologies:
Technologies that store data in your browser or on your device by using locally shared objects or local storage, 
such as flash cookies, HTML 5 cookies and other methods for web application software. These technologies can 
be used in all your browsers and in some cases not completely managed by your browser, but require direct 
management through your installed applications or device. We use these technologies for the storage of data, 
not to offer you advertisements on our outside our websites. The terms ‘cookies’ and ‘similar technologies’ are 
interchangeable in our policy rules and refer to all technologies that we use to handle data or store it in your 
browser, gather information of identify you in the aforementioned way.

Your choice and our use of cookies, web beacons and similar technologies
Certain site functions, services, apps and support programs are only available through the use of these 
technologies. You are free to block, remove or switch off these technologies if this is possible in your browser, 
installed app or on your device. If you refuse cookies or other similar technologies, you cannot benefit from 
certain site functions, services, apps or support programs. You may also have to enter your  password more 
than once during a browser session. Consult your browser or device settings for more information on the 
blockage, removal or switching off of these technologies.
In general, these technologies enable our sites, services, apps and support programs to store relevant data in 
your browser or on your device, so this can be read later to recognise you on our servers or in our internet 
systems. If applicable, we protect our cookies and other similar technologies to ensure that we and/or our 
authorised service providers can interpret them through allocation of a unique ID. We do not store your 
personal data in our cookies or within our other similar technologies.
Personal data that we collect and store through our technologies, is first obtained through notification and 
permission: we obtain your permission by indicating in a transparent way how they will be used and offer you 
the option of switching off these technologies if you wish to do so, as described above.
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Our use of these technologies falls into the following general categories:
Operational reasons. We can use cookies, web beacons and other similar technologies that are required for the 
management of our sites, services, applications and support programs. These include technologies that give 
you access to our sites, services, apps and support programs; technologies required to recognise unauthorised 
site behaviour, prevent fraudulent activity and improve security, or with which you can use our functions, such 
as shopping carts, stored searches or similar functions;
Performance-related. We can use cookies, web beacons or other similar technologies to judge the performance 
of our websites, apps, services and support programs, as part of our analyses to gain an insight into the way 
our visitors use our websites, determine if you have interacted with our message systems, determine if you 
have viewed an object or link, or to improve our web content, apps, services or support programs;
Function-related. We can use cookies, web beacons or other similar technologies with which we can offer you 
extensive functionality if you open or use our sites, services, apps or support programs. For instance, we can 
identify you if you log in to our sites or monitor your indicated preferences, fields of interest or previously 
viewed items so we can improve the presentation of content on our websites;
Advertisement or targeting-related. On our sites of on sites or third parties we can use direct or indirect 
cookies and web beacons to be able to supply content, such as advertisements that match your interest. This 
includes technologies with which we check if the advertisements and content supplied are useful to you, for 
instance if you have clicked on an advertisement.
See the section ‘advertising networks and exchanges managed by third parties’ below if you want to unsubscri-
be for the use of indirect cookies and web beacons related to advertising. Unsubscribing for advertising-rela-
ted cookies and web beacons of third parties as described below, does not have to mean that you will not see 
our advertisements on websites of third parties, only that these advertisements is not targeted at you through 
the use of cookies, web beacons or similar technologies of third parties.
If you want to unsubscribe for all other technologies we use on our sites or in our services, applications or 
support programs, you can do so by blocking them removing them or switching them off insofar as this is 
possible in your browser or on your device. For more information on the removal, switching off or blockage of 
cookies, go to AboutCookies.org.

Use of these technologies by automated external service providers
Sometimes we work together with other companies (often called service providers) who are allowed to place 
indirect cookies, web beacons or similar technologies to store, with our permission, data in our services, apps 
and support programs. These service providers help us offer a better, faster and safer experience.
These service providers can use these technologies to help us provide our own content and advertisements 
and to collect anonymous statistics and analytic data of sites. We will not permit that these service providers 
collect your personal data on our sites or in our services, apps or support programs for their own purposes. 
These service providers are subject to secrecy agreements with PayPal and other legal constraints concerning 
the way they can use and collect personal data. Cookies of third parties are covered by the privacy policy or 
third parties. Except for the use of these technologies by our service providers or other authorised third 
parties, we do nu permit content of third parties on sites (including object offers, communication between 
members, classified ads, remarks or reviews), such as cookies, web beacons, local storage or similar technolo-
gies that are used for tracking purposes or for collecting your personal data. If you think that personal data 
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may be collected or tracking technologies are used on one of our sites through an offer or other content of 
third parties, you can report this through  HYPERLINK “mailto:alert@NotarieelBetalen.com” alert@NotarieelBe-
talen.com.

Advertising networks and exchanges managed by third parties for advertisement based on interests
Notarieel Betalen can use external parties, such as advertising networks and exchanges, so we can be of 
service to you with advertisements. These external advertising networks and exchanges may use cookies, web 
beacons or similar technologies of third parties to collect data about your visit to our site and elsewhere on 
the Internet. They may also collect your device ID, IP address or ID for advertising (IDFA). The data collected by 
these third parties can be used to offer you more relevant advertisements on your sites or elsewhere on the 
web. Cookies of third parties are covered by the privacy policy of third parties.

For more information on advertising-related cookies, interest-based advertisements and how to unsubscribe 
from them at self-regulating companies in this branch, go to the relevant website based on your country of 
origin.  
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